
Vault 7641 — Privacy Policy 

1. Introduction 

Vault 7641 (“we,” “us,” or “our”) respects your privacy. This Privacy Policy explains how we 
collect, use, store, and protect your personal information when you interact with our 
Services, including NFTs, community platforms, and affiliate programs. 

By accessing Vault 7641, you consent to the practices described in this Privacy Policy. 
 

2. Information We Collect 

We strive to minimize data collection. We may collect the following types of information: 

1. Voluntarily provided information 

o Email addresses (e.g., for allowlist registration, support requests, or 
subscriptions). 

o User-generated content (e.g., community posts, bounty submissions). 

2. Automatically collected information 

o Wallet addresses used to mint, hold, or transfer NFTs. 

o Transaction metadata available on the blockchain (timestamps, amounts, 
token IDs). 

o Basic technical data (browser type, IP address, device information) when 
using our website. 

3. Third-party platform data 

o If you connect via Discord, Guild, or other integrations, we may receive your 
profile ID, role, or username. 

We do not collect government-issued IDs or sensitive personal data unless legally required 
(e.g., for AML/KYC checks on large payouts). 
 

3. How We Use Information 

We use collected information to: 

• Provide access to Vault 7641 services, utilities, and community features. 

• Verify eligibility for allowlists, bounties, and affiliate payouts. 



• Moderate the community and enforce our Terms of Service. 

• Detect fraud, abuse, or violations of sanctions/AML laws. 

• Improve our Services and customize your experience. 

• Comply with legal obligations where applicable. 

 

4. Sharing of Information 

We do not sell your personal information. We may share information only in these limited 
cases: 

1. With service providers (e.g., hosting providers, payment processors) under 
confidentiality agreements. 

2. With community partners for collaboration drops or events, but only the minimum 
data required. 

3. With regulators or law enforcement if legally compelled. 

4. In business transfers (e.g., merger, acquisition) where information is part of 
transferred assets. 
 

5. Data Retention 

• Wallet addresses and blockchain transaction records are public and permanent. 

• Emails, support records, and community content are retained as long as necessary 
for the purpose they were collected. 

• We may anonymize or delete data after it is no longer needed. 

 

6. Security 

We implement reasonable administrative, technical, and physical safeguards to protect 
personal information. However, no online system or blockchain is completely secure. 
Users are responsible for securing their own wallets and private keys. 

 

 



7. Your Rights 

Depending on your jurisdiction, you may have rights to: 

• Access, correct, or delete your personal data. 

• Request restriction of processing or object to data use. 

• Withdraw consent at any time. 

• File a complaint with your local data protection authority. 

Requests can be sent to vault7641@proton.me. We may verify your identity before 
processing. 

 

8. Children’s Privacy 

Vault 7641 is intended for adults 18 years or older. We do not knowingly collect data from 
minors. If we learn that we hold data from a minor, we will delete it. 

 

9. International Data Transfers 

Your information may be processed outside your country of residence. By using Vault 7641, 
you consent to such transfers, provided adequate safeguards are applied. 

 

10. Updates 

We may update this Privacy Policy from time to time. Updates are effective upon posting on 
our official channels. Continued use of Vault 7641 after updates constitutes acceptance. 

 

11. Contact 

If you have questions, concerns, or requests regarding this Privacy Policy, contact us at: 
vault7641@proton.me 

 


